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ABSTRACT 

The use of cloud computing has increased rapidly in many organizations. The end of this decade is marked by a 

paradigm shift of the industrial information technology towards a pay-per-use service business model known as cloud 

computing. But ensuring security is considered to be one of the most critical aspects in a cloud computing environment due 

to the sensitive and important information stored in the cloud for users. Cloud providers should address privacy and 

security issues as a matter of high and urgent priority. In this paper, we propose a multi-cloud secret sharp model in cloud 

computing which holds an economical distribution and retrieval of data among the available SPs in the market to provide 

customers with data availability as well as secure data storage. 
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